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[bookmark: _Hlk94039492]Abstract of the contribution: updates to solution #8 for PDU Set integrated packet handling by introducing new PDU Set information, adding a MASQUE variant and addressing ENs.
1. Introduction
[bookmark: _Toc352077766]This paper introduces following updates to solution #8 addressing KI#4.
1. Addressing 1st EN in section 6.8.2.3:
Editor's note:	Whether the Indication whether a PDU-Set is only used by receiving application layer entity if all PDUs constituting that PDU-Set are successfully received within the PDU-Set Delay Budget is provided via CP (see clause 6.8.3.1) or using in-band signalling (see clause 6.8.3.2) or both is FFS.
In this solution this information is assumed to be static and thus provided over CP i.e. AF->PCF->SMF->NG-RAN.
2. The TR contains the concept of a Data Burst defined as follows:
Data Burst: A set of datamultiple PDUs generated and sent by the application in a short period of time.
NOTE: A Data Burst It can be composed by one or multiple PDU Sets.
It is generally beneficial for NG-RAN to be aware of the amount of data that needs to be transferred up-front as it aids the RRM and can be used to improve the capacity. Hence new PDU Set information ‘Burst size’ is added to the RTP Extension header and GTP-U extension header. The ‘Burst size’ information is included in each PDU that constitutes a PDU Set as part of a’ Data Burst’. It is assumed that this new information can be added by the AS that is aware it generates a ‘Data Burst’.
3. Adds a variant to transfer PDU Set information to the UPF as MASQUE metadata, where MASQUE is according to ref [54].
2. Proposal
[bookmark: _Toc510607499][bookmark: _Toc518306733]This paper proposes the following updates to TR 23.700-60 clauses 2 and 6.  

* Start of change * 
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6.8	Solution #8: Introduction of PDU Set information in RTP extension header and related QoS parameters
[bookmark: _Toc101526122][bookmark: _Toc104882819]6.8.1	Key Issue mapping
This solution addresses KI#4.
[bookmark: _Toc101526123][bookmark: _Toc104882820]6.8.2	Description
Editor's note:	This clause will describe the solution principles and architecture assumptions for corresponding key issue(s). (Sub) clause(s) may be added to capture details.
In this solution the application layer has the capabilities to provide new information describing characteristics of a 'PDU-Set'. The characteristics are encoded in a generic, media-type-agnostic manner. This to relieve the 5GS from the burden of having media knowledge of applications that are not under 3GPP control.
[bookmark: _Toc101526124][bookmark: _Toc104882821]6.8.2.1	Solution to identify a PDU-Set on N6/in UPF
To make use of the PDU-Set concept in 5GS, it is needed to provide means for the 5GS to identify the packets constituting a PDU-Set at N6 interface/UPF. Given that the number of PDUs constituting a PDU Set changes dynamically, this solution uses an in-band signalling for that purpose. In this solution a 3GPP specified content of the RTPan extension header to carry PDU Set specific information is introduced. This RTP extension header is not encrypted. This RTP extension header is separated from privacy protected payloads.
NOTE: The content of the RTP extension header will be defined by SA2 in collaboration with SA4. Formally the definition of the RTP extension header does not require any action in the IETF, but for broader adoption of the header in RTP implementations, SA2 and SA4 may consider coordinating the definition with the IETF.
The solution is outlined below:
1.	It is a design principle that the application layer provides the relevant information about the Information Unit to the lower layers that will enable lower layers to insert information aiding at identification of the PDU-Set at N6.
a.	To ensure that UPF only attempts to detect PDU-Sets in packet flows where such are known to be present, the 'PDU-Set' presence indication can be provided to UPF from the SMF. The SMF receives it as new information in the PCC rule. PCF can receive it, if available, from AF using existing procedures enhanced with that new information.
Two implementation variants are proposed in this solution:
A) Solution based on RTP extension header
2.	Based on the understanding that segmentation into PDU-Set is applicable for real-time media, it is assumed that RTP is used. Consequently, in this solution RTP extension header (see clause 3.5.1 of RFC 3550 [9] and RFC 8285 [15]) is used to convey PDU-Set specific information to 5GS. This RTP extension header is not encrypted.
UPF is enabled to inspect the RTP extension header. To reduce the UPF from packet inspection complexity, it is required to standardize an RTP configuration that enables a fixed starting position of the PDU-Set RTP extension header. RTP header extension inspection is a step following the PDR matching process and therefore does not impact the PDR matching process.
NOTE: The content of the RTP extension header will be defined by SA2 in collaboration with SA4. Formally the definition of the RTP extension header does not require any action in the IETF, but for broader adoption of the header in RTP implementations, SA2 and SA4 may consider coordinating the definition with the IETF.
B) Variant based on MASQUE tunnel metadata
This variant is based on establishing a MASQUE tunnel between the UPF and the Application Server, based on ref [54]. The AS can send PDU Set information as metadata to the UPF, which has the following advantages:
· It does not require CP involvement for tunnel management
· It works regardless of the protocol used for real-time media and the level of encryption
· It provides integrity protection and encryption of both the payload and the metadata
· It provides the means to insert metadata once per PDU Set, by means of registering the metadata for a MASQUE context and referencing the context for subsequent PDUs in the set, therefore optimizing signaling
· It provides also the possibility of sending per PDU extension headers, by defining the header structure for the MASQUE context
The parameters to be included in the metadata for PDU Set identification are specified in section 6.8.2.2.
Establishing of the MASQUE tunnel to the AS is a step following the PDR matching process in the UL direction, only when PDU set handling indication is set for the matched application ID.
Editor's note:	A new PDU Set extension to CONNECT-UDP needs to be standardized, similar to ref [x].

[bookmark: _Toc101526125][bookmark: _Toc104882822]6.8.2.2	New information associated with PDU-Set
The concept of a PDU-Set enables enhancements to efficient resource management in 5GS, e.g. in NG-RAN.
One such example enables cell capacity increase. In this example NG-RAN may take a decision to not deliver any PDU of a given PDU-Set when NG-RAN can assess that not all PDUs constituting that PDU set are feasible to be delivered within a required time while it is known that only if PDUs are delivered the PDU-Set is used by the receiving application layer entity. To enable such enhancement following PDU-Set associated information is provided:
(a) in the RTP or MASQUE extension header:.
1.	PDU-Set Sequence number
	Rationale: enables NG-RAN to identify PDU(s) that belong to a new/different/particular PDU Set and to evaluate the associated information.
2.	Size of the PDU-Set (number of bytes) enabling NG-RAN to assess whether delivery of the PDU-Set is feasible. If re-ordering of PDUs prior to N6 is assumed as possible, the 'size of the PDU-Set information' needs to be included in the RTP extension header of each packet. Each RTP packet carries the PDU Set size of the entire PDU Set.

3.	Indication whether a PDU-Set is only used by receiving application layer entity if all PDUs constituting that PDU-Set are successfully received within the PDU-Set Delay Budget (for definition of PDU-Set Delay Budget please see clause 6.7.2.3).
Editor's note:	Whether the Indication whether a PDU-Set is only used by receiving application layer entity if all PDUs constituting that PDU-Set are successfully received within the PDU-Set Delay Budget is provided via CP (see clause 6.8.3.1) or using in-band signalling (see clause 6.8.3.2) or both is FFS.
Rationale for (2) & (3): NG-RAN may take a decision to not deliver any PDU of a given PDU-Set when NG-RAN can assess that not all PDUs constituting that PDU set are feasible to be delivered within a required time while it is known that only if PDUs are delivered the PDU-Set is used by the receiving application layer entity.
34.	PDU-Set inter-dependencies, e.g. Late PDU-Set delivery indication.

Rationale : Dependent on the type of content carried by a PDU-Set within a QoS Flow, a late PDU-Set delivery,   i.e. delivery non-compliant with the required latency may be still beneficial from the application perspective. Hence it enables NG-RAN to improve the resource usage while considering benefits for the QoE.
4. Burst size (number of bytes), i.e. size of the ‘data burst’ that a PDU Set a part of.
Rationale: It is generally beneficial for NG-RAN to be aware of the amount of data that needs to be transferred up-front as it aids the RRM and can be used to improve the capacity.

(b) in the CP (AF->PCF-SMF-NG-RAN):
5.	Indication whether a PDU-Set is only used by receiving application layer entity if all PDUs constituting that PDU-Set are successfully received within the PDU-Set Delay Budget (‘All PDUs in PDU Set Required indication’) (for definition of PDU-Set Delay Budget please see clause 6.7.2.3).
Rationale for (2) & (5): NG-RAN may take a decision to not deliver any PDU of a given PDU-Set when NG-RAN can assess that not all PDUs constituting that PDU set are feasible to be delivered within a required time while it is known that only if PDUs are delivered the PDU-Set is used by the receiving application layer entity.

Given that the new PDU-Set associated information described in bullets 1..44 above is PDU-Set specific and can dynamically change between consecutive PDU-Sets, it is not feasible to provide it as a (semi-)static information type in NGAP, e.g. in a QoS profile of the QoS Flow on which the packet flows consisting of PDU-Sets is mapped on. Hence in this solution this new PDU-Set associated information is provided to NG-RAN in-band, i.e. encoded in the GTP-U extension header by the UPF. On the other hand, the new PDU-Set information in bullet 5 is assumed to be static on a per AF-session/QoS Flow basis and therefore provided to 5GS in CP and from SMF to NG-RAN in NGAP.
[bookmark: _Toc101526126][bookmark: _Toc104882823]6.8.2.3	New QoS parameters associated with PDU-Set
An application layer instance can produce units of information that can be used by another application layer instance, e.g. to construct a usable information and one example of such information unit can be a video frame. Dependent on its size and the MTU of the transport network, that information unit may need to be segmented and transferred in multiple transport units, e.g. multiple IP packets. When all segments are received, the receiving application layer instance uses the information unit. Hence the QoE is dependent on the reception of the information unit rather than individual segments constituting it. Therefore, the forwarding treatment described by the QoS parameters needs to be associated with the information unit.
Following the discussion above, SA2#149E agreed (subject to confirmation by SA WG4) a concept corresponding to information unit:
PDU Set: A PDU Set is composed of one or more PDUs carrying the payload of one unit of information generated at the application level (e.g. a frame or video slice for XRM Services), which are of same importance at application layer. All PDUs in a PDU Set are needed by the application layer to use the corresponding unit of information. In some cases, the application layer can still recover parts of the information unit, when some PDUs are missing.
Based on the discussion above, we first introduce new 'PDU-Set' level QoS parameters (edited in text below in bold format).
PDU-Set Delay Budget (PSDB)
The PDU-Set Delay Budget (PSDB) defines an upper bound for the time that a PDU-Set may be delayed between the UE and the N6 termination point at the UPF. PSDB applies to the DL PDU-Set received by the UPF over the N6 interface, and to the UL PDU-Set sent by the UE. For a certain 5QI the value of the PSDB is the same in UL and DL. In the case of 3GPP access, the PSDB is used to support the configuration of scheduling and link layer functions (e.g. the setting of scheduling priority weights and HARQ target operating points). For GBR QoS Flows using the Delay-critical resource type, a PDU-Set delayed more than PSDB is counted as lost if the QoS Flow is not exceeding the GFBR. For GBR QoS Flows with GBR resource type not exceeding GFBR, of the PDU-Sets shall commonly not experience a delay exceeding the 5QI's PSDB to a very high percentage.
The 5G Access Network PDU-Set Delay Budget (5G-AN PSDB) is determined by subtracting a static value for the Core Network PDU-Set Delay Budget (CN PSDB), which represents the delay between any N6 termination point at the UPF (for any UPF that may possibly be selected for the PDU Session) and the 5G-AN from a given PSDB.
NOTE 1:	For a standardized 5QI, a static value for the CN PSDB can be specified.
NOTE 2:	For a non-standardized 5QI, the static value for the CN PSDB is homogeneously configured in the network.
For GBR QoS Flows using the Delay-critical resource type, in order to obtain a more accurate delay budget PSDB available for the NG-RAN, a dynamic value for the CN PSDB, which represents the delay between the UPF terminating N6 for the QoS Flow and the 5G-AN, can be used. If used for a QoS Flow, the NG-RAN shall apply the dynamic value for the CN PSDB instead of the static value for the CN PSDB (which is only related to the 5QI). Different dynamic value for CN PSDB may be configured per uplink and downlink direction.
NOTE 3:	The configuration of transport network on CN tunnel can be different per UL and DL, which can be different value for CN PSDB per UL and DL.
NOTE 4:	It is expected that the UPF deployment ensures that the dynamic value for the CN PSDB is not larger than the static value for the CN PSDB. This avoids that the functionality that is based on the 5G-AN PSDB (e.g. NG-RAN scheduler) has to handle an unexpected value.
The dynamic value for the CN PSDB of a Delay-critical GBR 5QI may be configured in the network in two ways:
-	Configured in each NG-RAN node, based on a variety of inputs such as different IP address(es) or TEID range of UPF terminating the N3 tunnel and based on different combinations of PSA UPF to NG-RAN under consideration of any potential I-UPF, etc.;
-	Configured in the SMF, based on different combinations of PSA UPF to NG-RAN under consideration of any potential I-UPF. The dynamic value for the CN PSDB for a particular QoS Flow shall be signalled to NG-RAN (during PDU Session Establishment, PDU Session Modification, Xn/N2 handover and the Service Request procedures) when the QoS Flow is established or the dynamic value for the CN PSDB of a QoS Flow changes, e.g. when an I-UPF is inserted by the SMF.
If the NG-RAN node is configured locally with a dynamic value for the CN PSDB for a Delay-critical GBR 5QI, and receives a different value via N2 signalling for a QoS Flow with the same 5QI, local configuration in RAN node determines which value takes precedence.
Services using a GBR QoS Flow and sending at a rate smaller than or equal to the GFBR can in general assume that congestion related packet drops will not occur.
NOTE 5:	Exceptions (e.g. transient link outages) can always occur in a radio access system which may then lead to congestion related packet drops. Packets surviving congestion related packet dropping may still be subject to non-congestion related packet losses (see PSER below).
Services using Non-GBR QoS Flows should be prepared to experience congestion-related PDU-Set drops and delays. In uncongested scenarios, PDU-Sets should not experience a delay exceeding the 5QI's PSDB to a very high percentage.
The PSDB for Non-GBR and GBR resource types denotes a "soft upper bound" in the sense that an "expired" PDU-Set that has exceeded the PSDB, does not need to be discarded and is not added to the PSER. However, for a Delay-critical GBR resource type, PDU-Set delayed more than the PSDB are added to the PSER and can be discarded or delivered depending on local decision.
PDU-Set Error Rate (PSER)
The PDU-Set Error Rate (PSER) defines an upper bound for the rate of PDU-Sets (e.g. set of IP packets constituting a PDU-Set) that have been processed by the sender of a link layer protocol (e.g. RLC in RAN of a 3GPP access) but where all of the PDUs in the PDU-Set are not successfully delivered by the corresponding receiver to the upper layer (e.g. PDCP in RAN of a 3GPP access). Thus, the PSER defines an upper bound for a rate of non-congestion related packet losses. The purpose of the PSER is to allow for appropriate link layer protocol configurations (e.g. RLC and HARQ in RAN of a 3GPP access). For every 5QI the value of the PSER is the same in UL and DL. For GBR QoS Flows with Delay-critical GBR resource type, a PDU-Set which is delayed more than PSDB is counted as lost, and included in the PSER unless the QoS Flow is exceeding the GFBR. Congestion related packet drops should be avoided by means of an application layer rate adaptation scheme.
The QoS parameters PSDB and PSER are provided to NG-RAN as part of the QoS profile.

[bookmark: _Toc101526127][bookmark: _Toc104882824]6.8.3	Procedures
[bookmark: _Toc104882825]6.8.3.1	Initial CP based configuration of 5GS
The PDU Set presence indication,  All PDUs Required indication and the new QoS parameters PSDB, PSER are added to the information provided by AF according to the procedures in clauses 4.15.6.6 and 4.15.6.6a of TS 23.502 [3]. Alternatively, instead of the explicit values for PSDB and PSER, the AF provides a QoS reference that the PCF can map to PSDB and PSER along with the PDU Set presence indication and the All PDUs in PDU Set Required indication.
This new information is provided by PCF in PCC rule to the SMF using the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2 of TS 23.502 [3].
The SMF then performs network requested PDU Session Modification procedure as specified in clause 4.3.3 of TS 23.502 [3].
As part of this procedure, SMF provides All PDUs in PDU Set Required indication and formulates a QoS profile including the new QoS parameters PSDB and PSER on N2 interface.
SMF configures the UPF with filtering information and provides the PDU Set presence indication.
[bookmark: _Toc104882826]6.8.3.2	In-band signalling of PDU Set information
For flows for which the PDU Set presence has been indicated by the SMF, the UPF parses the RTP or MASQUE extension header. 
Following PDU Set information is provided by means of in-band signaling:
PDU Set size, PDU Set sequence number, Late PDU Set delivery indication, Burst size.
The extracted PDU-Set information is added to the GTP-U extension header carrying the inspected IP packet.
In the MASQUE variant:
At reception of initial UL connection for flows for which the PDU Set presence has been indicated by the SMF, the UPF establishes a MASQUE tunnel with the Application Server.
The Application Server sends to the UPF the PDU Set information, either as MASQUE extension headers or just once before each PDU set, by registering these values for a context and then sending the same context ID for all the PDUs in the PDU set.

[bookmark: _Toc101526128][bookmark: _Toc104882827]6.8.4	Impacts on services, entities and interfaces
NOTE: This solution depends on the Application Server to
A) RTP based solution
-	Use of RTP extension header with a 3GPP specified content carrying PDU-Set information.
-	Inclusion of PDU-Set associated PDU Set information in the RTP extension header: PDU Set size, PDU Set sequence number, Late PDU Set delivery indication, Burst size.
B) MASQUE variant
· Accept establishment of a MASQUE tunnel from the UPF
· Encapsulate PDUs in the MASQUE tunnel and add the mentioned PDU Set information as metadata
AF:
-	Provision of new PDU Set presence indication and All PDUs in PDU Set required indication associated with a specific AF session to 5GS.
-	Provision of new PDU Set specific service requirements or QoS parameters: PSDB and PSER to 5GS.
PCF:
-	Receives PDU Set presence indication, All PDUs in PDU Set required indication, PSDB and PSER, alternatively, maps QoS reference to PSDB and PSER.
-	Formulates PCC rules including PSDB and PSER.
-	Inclusion of the PDU Set presence indication and All PDUs in PDU Set required indication in the PCC rule.
SMF:
-	Provides the PDU Set presence indication to the UPF on N4.
-	Includes on N2 All PDUs in PDU Set required indication and in QoS profie PSDB and PSER in QoS profile on N2.
	UPF:
-	Reception of the PDU Set presence indication from the SMF.
A) RTP based solution
-	Detection of RTP extension header with PDU Set specific information when such PDU Set presence indication has been provided for the flow.
-	Adding of the PDU Set specific information extracted from the RTP extension header into the GTP-U extension header.
B) MASQUE variant
· For the first UL packet matching a PDR-FAR with PDU Set presence indication, establish a MASQUE tunnel with the Application Server
· Receive encapsulated DL PDUs with metadata and forward the associated PDU Set parameters to the RAN in the GTP-U extension header
NG-RAN:
-	Reception of new QoS parameters: PSDB and PSER
-	Reception of new PDU Set associated information: 
		In GTP-U extension header:
PDU Set size, PDU Set sequence number, Late PDU Set delivery indication, Burst size, All PDUs in PDU Set required indication in GTP-U extension header.
	In NGAP:
		All PDUs in PDU Set required indication

* End of changes * 

